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Description

Managed SASE

1SASE refers to Secure Access Service Edge
2ZTNA, SWG, CASB, and SDWAN refers to Zero Trust Networks Access, Secure Web Gateway, Cloud Access Security Brokers, and Software-Defined Wide Area Network
3OT and IoT refers to Operational Technology and Internet of Things

Strata: Stop zero-day threat in zero time, Stop 
evasive threats in real time with ML-powered 
network security innovations

Prisma Access: Secure hybrid workforces, Securely 
connect users to the applications they need

Providing global network operational services 
for organizational remote workforce/external 
connectivity, leveraging unified SASE platform 
capabilities to enforce security guardrails for 
hybrid asset consumption

Removing complexity and 
Increased agility and productivity 
for a remote workforce and 
contractors

Experience security professional’s 
providing converged network and 
security as a service to meet 
compliance requirements

Established artifacts to fast-track 
onboarding, promote time to 
value, reduce cost, and promote 
high-performing, efficient 
security.
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Successful outcomes
The expanded adoption of 
Zero Trust principles and 
SASE capabilities enhances 
overall security posture.

Secure Access Service Edge (SASE) Capabilities

In association with Palo Alto Networks.

SD-WAN
Software Define Wide Area Network

Securely connect users to 
applications, leveraging a variety of 
transportation services, establish 
connectivity and protection to users

ZTNA
ZeroTrust Network Access

Establish and accelerate secure 
remote access to applications, data, 
and services through a distinct 
blend of industry cyber technology 
platforms and professional services

SWG
Secure Web Gateway

Enhance web content inspection 
and enforce security and 
compliance, while mitigating 
malicious websites and application 
security threats/exposure

CASB
Cloud Access Security Broker

Monitor and evaluate Software as a 
Service (SaaS) application 
consumptions, enforce DLP policies, 
threat prevention, data protection, and 
governance

Deloitte and PANW joint offerings and capabilities A D V I S E  |  I M P L E M E N T  |  M A N A G E 
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Deloitte + Palo Alto Networks – Securing The Future
Deloitte’s award-winning Cyber & Strategic Risk services and Palo Alto Networks’ industry-leading cyber technology have come together to design and deliver impactful 
cyber services and solutions that help solve our clients’ most complex cybersecurity challenges while driving regulatory compliance, enhancing organizations’ resilience 
beyond its current state. Our alliance is a collaboration of trusted business advisors and cybersecurity transformation specialists who help clients accelerate adoption 
through a cyber-first mentality. The result is trusted, highly scalable cybersecurity solutions not available from any other team of providers.
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