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Definitions

“Deloitte” refers to one or more of Deloitte
Touche Tohmatsu Limited ("DTTL"), its
global network of member firms, and their
related entities (collectively, the “Deloitte
organization”). DTTL (also referred to as
“Deloitte Global”) and each of its member
firms and related entities are legally
separate and independent entities, which
cannot obligate or bind each other in respect
of third parties. DTTL and each DTTL
member firm and related entity is liable only
for its own acts and omissions, and not those
of each other. DTTL does not provide
services to clients. Please see
www.deloitte.com/about to learn more.

“Deloitte Central Europe” ("Deloitte CE") is a
regional organization of entities organized
under the umbrella of Deloitte Central
Europe Holdings Limited, the member firm in
Central Europe of Deloitte Touche Tohmatsu
Limited. Services are provided by the
subsidiaries and affiliates of Deloitte Central
Europe Holdings Limited, which are separate
and independent legal entities.
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“Controller” (“we”, “us” or “our”) means a
controller or data controller determining the
purposes of personal data processing (as
further defined in the Data Protection
Legislation).

Deloitte
Centraleiropas
Privatuma atruna

(jusu personas datu apstrades informacija)
piemérojama attiecibas ar musu klientiem,
piegadatajiem, sadarbibas partneriem un
apaksSuznéméjiem

Redakcija atjaunota: 12.2025
Definicijas

"Deloitte" nozimé Deloitte Touche Tohmatsu
Limited" ("DTTL"), tas dalibfirmas un to
attiecigus saistitos uznémumus (kopa dévéti
par “Deloitte organizacijam). DTTL (tapat
saukts art “Deloitte Global”) un katra ta
dalibfirma un saistitais uzpémums ir
patstaviga un neatkariga juridiska persona,
kura nevar uzlikt viena otrai pienakumus vai
saistibas attieciba pret treSajam personam.
DTTL nesniedz pakalpojumus klientiem. Lai
iegutu vairak informacijas, ludzu skatit:
www.deloitte.com/about.

"Deloitte Central Europe” (“Deloitte CE")
nozimé&  juridisko personu regionalu
organizaciju, kas darbojas Deloitte Central
Europe Holdings Limited parvaldiba, kas ir
Deloitte Touche Tohmatsu Limited dalibfirma
Centraleiropa. Pakalpojumus sniedz Deloitte
Central Europe Holdings Limited
meitasuznémumi un ar to saistitie
uznémumi, kas ir patstavigas un neatkarigas
juridiskas personas.

“Parzinis” (“meés”, “mums” vai “musu”)
nozimé parzini vai datu parzini, kas nosaka
personas datu apstrades mérki (ka tas
noteikts Datu aizsardzibas regul&juma).


http://www.deloitte.com/about
http://www.deloitte.com/about
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“Processor” means a data processor or
processor processing the personal data on
behalf of the controller (as further defined in
the Data Protection Legislation).

“Data Protection Legislation” means the
following legislation to the extent applicable
from time to time: (a) national laws
implementing the Directive on Privacy and
Electronic Communications (2002/58/EC);
(b) the GDPR; and (c) any other similar
national privacy law.

“GDPR"” means the General Data Protection
Regulation (EU) (2016/679).

“Personal Data” means any personal data
(information relating to an identified or
identifiable natural person / data subject)
processed in connection with or as part of
the services provided to our clients or in
relation of the contractual relationships with
our vendors, contractors or sub-contractors
or as necessary for activities that are part of
our standard business operations.

“Processing” means any operation or set of
operations on personal data (manual or
automated) such as collection, recording,
structuring, storage, use, disclosure,
restriction, erasure or destruction (as further
defined in the Data Protection Legislation).

“Recipient” means a natural or legal person,
public authority, agency or another body, to
which the personal data are disclosed (as
further defined in the Data Protection
Legislation).

“EU Adequacy Decision” refers to countries
recognized by European Commission that
have adopted adequate level of data

“Apstradatajs” nozimé datu apstradataju vai
apstradataju, kas apstrada personas datus

parzina varda (ka tas noteikts Datu
aizsardzibas regul€juma).
“Datu aizsardzibas reguléjums” nozimé

Sadus piemérojamos normativos aktus: (a)
nacionalie tiesibu akti, kas ieklauj tiesibu
normas, kas izriet no Direktivas Nr.
2002/58/EK par personas datu apstradi un
privatas dzives aizsardzibu elektronisko
komunikaciju nozare; (b) GDPR; un (c) citi
nacionalie datu aizsardzibu reguléjosie
tiesibu akti.

“"GDPR"” nozimé Visparéju datu aizsardzibas
regulu (ES) (2016/679).

“Personas dati” nozimé jebkadus personas
datus (informacija, kas attiecas uz
identificetu  vai identificejamu  fizisku
personu / datu subjektu), kas tiek apstradati
pakalpojumu  sniegSanas laika mdsu
klientiem vai saistiba ar Iligumiskajam
attieclbam ar musu piegadatajiem,
sadarbibas partneriem vai
apakSuznéméjiem, vai  nepiecieSamaja
apméra musu ikdienas komercdarbibas
ietvaros.

“Apstrade” ir jebkura ar personas datiem
veikta darbiba vai darbibu kopums (ko veic
ar vai bez automatizétiem Iidzekliem),
pieméram, vaksana, registracija,
strukturéSana, glabasana, izmantosana,
izpauSana, ierobezosana, dz&€Sana vai
iznicinasana (ka tas noteikts Datu
aizsardzibas reguléjuma).

“Sanéméjs” ir fiziska vai juridiska persona,
publiska iestade, agentira vai cita struktira,
kurai izpauz personas datus (ka tas noteikts
Datu aizsardzibas reguléjuma).

"ES lemums par aizsardzibas Ilimena
pietiekamibu" attiecas uz Eiropas Komisijas
atzitam valstim, kuras ir ieviesusas VDAR
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protection comparable to GDPR. This
decision allows for free flow of personal data
from EU to these countries without requiring
additional safeguards or data protection
measures. The United Kingdom adequacy is
recognized under the GDPR and the LED and
the United States through commercial
organisations participating in the EU-US
Data Privacy Framework.

Summary

This Privacy Statement is applicable to
processing of your personal data (“data”) by
us and explains:

e what personal data we process about
you;

e why (for what purposes) we process
your personal data (including the legal
grounds for your data processing);

e how and in what locations we process
your personal data (where we transfer
your personal data and with whom we
share your data);

e what are your rights.

This Privacy Statement applies from the date
specified at the top of this page. We may
modify or amend this Privacy Statement
from time to time. Therefore, we encourage
you to review this statement periodically.

What personal data we process

We process the personal data that you
provide to us, that we obtain from your
employer or contractual partner, advisor or
third party that you explicitly made publicly
available or is publicly available otherwise
(e.g. online media).

This personal data may include:

e your name, surname and gender;

pielidzinamu un atbilstoSu datu aizsardzibas
[imeni. Sis IEmums nodrosina personas datu
brivu plismu no ES uz Sim valstim, neprasot
papildu droSibas vai datu aizsardzibas
pasakumus. Apvienotas Karalistes atbilstiba
ir atzita saskana ar VDAR un
Tiesibaizsardzibas direktivu, ka ari Amerikas
Savienotas Valstis ar komercialu
organizaciju starpniecibu, kuras piedalas ES
un ASV datu privatuma regul&juma.

Kopsavilkums

Si Privatuma atruna ir piemérojama attieciba
uz musu veikto personas datu (“dati”)
apstradi un sniedz sadu informaciju:

e kadus personas datus par jums mes
apstradajam;

e kapec (kadiem meérkiem) meés
apstradajam jusu personas datus
(ieskaitot datu apstrades tiesisko
pamatu);

e kada veida un vietas mes
apstradajam jusu personas datus (ar
ko apmainamies un kam més
nosutam jusu datus);

e kadas ir jusu tiesibas.

ST Privatuma atrunas redakcija ir spéka no
dienas, kas noradita dokumenta augsgala.
Mums ir tiesibas jebkura laika papildinat vai
grozit So Privatuma atrunu. Tadé| lddzam jis
periodiski to caurskatit.

Kadus personas datus més apstradajam
Més apstradajam jusu sniegtos personas
datus, ka ari datus, ko sanemam no jusu
darba devéja vai sadarbibas partnera,
konsultanta vai tresas personas, kurus jis
esat padarijusi publiski pieejamus vai kuri
citadi ir publiski pieejami (piem. publiskos
medijos).

Sie personas dati var ietvert:

e jlsu vardu, uzvardu un dzimumu;


https://commission.europa.eu/document/download/dabdaf35-ee58-405e-ac3e-924d04b2cfe4_en
https://commission.europa.eu/document/download/67dc46ee-1f1a-4f3b-920f-71af138ffcfc_en
https://eur-lex.europa.eu/eli/dec_impl/2023/1795/oj

Deloitte

e your occupation (job position) and
general contact details (work or home
address, personal or work e-mail
address and telephone number);

e history and details of your business
contacts with Deloitte;

e your bank account number (in case that
our client/contractor/vendor and sub-
contractor is a natural person);

e IP address;

e vyour personal data provided in
connection with the execution of your
rights in accordance with this Privacy
Statement;

e CCTV images and other information we
collect when you access our premises
(the specific and customized
information on this personal data
processing is available in the respective
Deloitte CE premise, if applicable - the
CCTV images may be also processed by
the building owner or the authorized
third party).

For the purposes specified here-below we do
not collect or process any ‘sensitive’ or
‘special categories’ of personal data as
defined in the Data Protection Legislation.
The additional types and categories of your
personal data that are processed directly for
the purposes of provision of our services are
described in the Deloitte CE entities

e jisu nodarbosanos (amatu) un
visparigu kontaktinformaciju (darba
vai majas adresi, personisko vai
darba e-pasta adresi un talruna
numuru);

e jUsu biznesa kontaktus un attiecibu
vésturi ar Deloitte;

e jusu bankas konta numuru (ja mdsu
klients/piegadatajs/apaksuznémeéjs
ir fiziska persona);

e IP adresi;

e jlsu personas datus, kurus sniedzat
mums gadijumos, kad izmantojat
savas Saja  Privatuma  atruna
noteiktas tiesibas;

e Videokameru ierakstu attélus un citu
informaciju, kuru més ievacam bridi,
kad jus atrodaties misu uznémuma
telpas (plasaka informacija par So
personas datu apstradi ir pieejama
attiecigajas Deloitte CE telpas;
videokameru ierakstos ieklautos
personas attélus var apstradat an
€kas Tpasnieks vai pilnvarota tresa

persona).
Turpmak noraditajiem  mérkiem més
neveicam ‘sensitivu’ vai ‘ipasu kategoriju’
personas datu, ka tas definéts Datu
aizsardzibas reguléjuma, apstradi. Cita

veida un kategoriju personas datus, kas tiek
apstradatas misu pakalpojumu sniegSanas
nolikos, ir aprakstitas Deloitte CE
uznémumu, kas sniedz pakalpojumus

providing services as data ka datu parzinis, un Deloitte CE
controllers and Deloitte CE entities uznémumu, kas sniedz pakalpojumus
providing services as data ka datu apstradatajs, privatuma atrunas.

processors privacy statements.

Purposes of your data processing (the
“Purposes”):

e compliance with the applicable legal,
regulatory or professional requirements
(anti money laundering);

Jusu personas datu apstrades merki
("Merki"):

e piemérojamo tiesibu aktu, noteikumu
vai profesionalo standartu ievéroSana


https://www2.deloitte.com/ce/en/legal/deloitte-ce-privacy-statement-for-clients/deloitte-ce-entities-providing-services-as-data-controllers.html
https://www2.deloitte.com/ce/en/legal/deloitte-ce-privacy-statement-for-clients/deloitte-ce-entities-providing-services-as-data-controllers.html
https://www2.deloitte.com/ce/en/legal/deloitte-ce-privacy-statement-for-clients/deloitte-ce-entities-providing-services-as-data-controllers.html
https://www2.deloitte.com/ce/en/legal/deloitte-ce-privacy-statement-for-clients/deloitte-ce-entities-providing-services-as-data-processors.html
https://www2.deloitte.com/ce/en/legal/deloitte-ce-privacy-statement-for-clients/deloitte-ce-entities-providing-services-as-data-processors.html
https://www2.deloitte.com/ce/en/legal/deloitte-ce-privacy-statement-for-clients/deloitte-ce-entities-providing-services-as-data-processors.html
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e addressing requests and
communications from competent
authorities;

e general contract administration,
financial accounting (invoicing) and
statistics;

e internal compliance and risk analysis
(including investigating or preventing
security incidents);

e protecting our rights and
interests;

e general client, vendor, contractor or
sub-contractor relationship purposes
(including the feedback and complaints,
as well as assessment and development
of business opportunities);

legitimate

e utilization of internal or hosted (cloud)

information technology systems,
services and applications (for
communication, data sharing and

archiving purposes).

Please note that this Privacy Statement does
not include detailed information on
processing of personal data for the purposes
of direct mailing and recruitment. The
processing of personal data for such
purposes is described in the specific privacy
statements displayed prior the data
collection in the dedicated application. Apart
from situations when our legitimate interest
may be used as a legal basis for our business
development and marketing activities
(within the boundaries and limitations set by
applicable laws and regulations) we process
your personal data for direct mailing and
marketing purposes with your explicit
consent.

Legal basis for your data processing

We process your personal data only when
the processing is necessary in the following
cases:

(noziedzigi iegutu hdzeklu legalizacijas
novérsana);

e kompetento iestazu pieprasijumu un
pazinojumu sanemsana un apstrade
(atbildes sniegSana, komunikacija);

e vispariga liguma parvaldisana, finansu
uzskaite (rékinu izrakstiSana) un
statistikas uzskaite;

e iekSgjas atbilstibas un riska analize

(ieskaitot drosibas negadijumu
izmekléSanu vai novérsanu);
e misu tiestbu un ledgitimo interesu

aizsardziba;

e visparigi mérki, kas izriet no attiecibam
ar klientiem, piegadatajiem, sadarbibas
partneriem vai apaksSuznéméjiem (taja
skaita atsauksmes un sudzibu
sniegSana/izskatisana, ka ari darijuma
attiecibu uzturéSanas un attistibas
meérkiem);

e informacijas tehnologiju, pakalpojumu
un lietojumprogrammu (iekS&ju vai
aréju - makoni izvietotu) izmantosanai
(komunikacijas, datu nositiSanas un
arhivésanas nolikos).

Liddzam nemt véra, ka S$aja Privatuma
atruna nav ieklauta detalizéta informacija
par personas datu apstradi tieSa pasta un
personala atlases mérkiem. Personas datu
apstrades kartiba iepriekSminétajiem
mérkiem ir aprakstita atseviska privatuma
atruna, kas Informacija par personas datu
apstradi tiek paradita tiesi rika pirms
personas datu vaksSanas Neatkarigi no
situacijam, kad misu likumigas intereses
var tikt izmantotas ka juridiskais pamats
musu  uznéméjdarbibas  attistibas un
marketinga aktivitatém (ievérojot
piemérojamos normativajos aktos noteiktas
robezas un ierobezojumus), &s veicam jdsu
personas datu apstradi tieSad pasta un
marketinga mérkiem ar jasu tieSu un
neparprotamu piekriSanas..

Personas datu
pamats

Més apstradajam jusu personas datus, kad
tas ir nepiecieSams $adu darbibu veikSanai:

apstrades tiesiskais
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e to administer the contract, we have with
you personally or to take steps to enter
into the contract with you;

e for compliance with a legal obligation we
are subject to;

e for the purposes of our legitimate
interest which might be:
- to execute and fulfil contracts with our
vendors, contractors or sub-contractors,
- to protect our business interests
(including to conduct our risk and
quality assessments),

- to ensure that the complaints or
requests delivered to us are properly
addressed.

Retention of your personal data
Your personal data shall be retained by us
for a period of 10 years following the
provision of services to our clients or the
expiration of our contractual relationships
with our vendors, contractors or sub-
contractors or as required by the applicable
laws or relevant regulations or for Deloitte
legitimate interest.

Personal data controller
In the context of this Privacy Statement the
data controller is the Deloitte CE entity that
is party to the client, vendor, contractor or
sub-contractor contract.

Sharing and transferring your personal
data

Your personal data may be disclosed /
transferred to and processed by the
following recipients for the Purposes:

Deloitte group of entities listed here. If
applicable your personal data will be
processed only to the extent allowed for the
Purposes and in accordance with the Data
Protection Legislation. Each of the
recipient(s) shall be responsible for ensuring
the appropriate protection of your data,
providing information on your data
processing and obtaining additional consents
if required. In case your data is transferred

e parvaldit ar jums jau noslégto ligumu
vai veikt attiecigas darbibas, lai
noslégtu ar jums ligumu;

e mums saistoso likumisko pienakumu

izpildei;

e misu leditimo intereSu ievérosanai, kas
var bat:
- ligumu izpilde ar misu piegadatajiem,
sadarbibas partneriem un
apaksuznéméjiem;
-  misu komercdarbibas interesu

aizsardziba (ieskaitot risku un kvalitates
novértéSanu un kontroli),

- nodrosinat mums iesniegto stidzibu vai
pieprasijumu pienacigu apstradi.

Juasu personas datu glabasana

JUsu personas datus més glabasim 10 gadus
péc pakalpojumu sniegSanas masu klientiem
vai ligumattiecibu izbeigSanas ar mdisu
piegadatajiem, sadarbibas partnertiem vai

apaksuznémeéjiem, vai saskana ar
piemé&rojamiem tiesibu aktiem,
noteikumiem, vai Deloitte legitimam

interesém.

Personas datu parzinis

Sis Privatuma atrunas ietvaros datu parzinis
ir Deloitte CE uznémums, kas ir noslédzis
[igumu ar klientu, piegadataju, sadarbibas
partneri vai apakSuznéméju.

Personas datu nosiitiSana un apmaina

Jusu personas dati augstak noraditajiem
Mérkiem var tikt izpausti / nodoti talak un
tos var apstradat sadi (-iem) sanéméji (-
iem):

Deloitte grupas uzpémumi, kas noraditi
Seit. Saja gadijuma jlsu personas dati tiks
apstradati tikai tada apjoma, kads
nepiecieSams attiecigajiem Meérkiem, un
ievérojot Datu aizsardzibas regul€jumu.
Katrs sanéméjs (-i) ir atbildigs (-i) par jusu
datu pienacigu aizsardzibu, sniedzot
informaciju par jlsu datu apstradi un
nepiecieSamibas gadijuma sanemot papildus
piekriSanu datu apstradei. Ja Personas dati


http://www2.deloitte.com/global/en/get-connected/global-office-directory.html
http://www2.deloitte.com/global/en/get-connected/global-office-directory.html
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across country borders (including the
territories outside of the European Union)
then such transfer will take place only in the
case that the obligations as stipulated by the
Data Protection Legislation for such transfers
are fulfilled.

Processors

Our approved administrative and IT service

suppliers:

- AiP Safe s.r.o., Kofenského 1025/7, 150 00
Prague 5, Czech Republic

- con4PAS, s.r.o., Novodvorska 1010/14,
142 01 Prague 4 — Lhotka, Czech Republic;

- Deloitte Advisory & Management
Consulting Private Limited Company,
Dézsa Gy ut 84.C., 1068 Budapest,
Hungary;

- Deloitte CE Business Service Sp. z o0.0., Al.
Jana Pawla II 22, 00-133 Warsaw, Poland;

- Deloitte Central Europe Service Centre
s.r.o., Italska 2581/67, 120 00, Prague 2 -
Vinohrady, Czech Republic;

- Deloitte CZ Services s.r.o., Italska
2581/67, 120 00, Prague 2 - Vinohrady,
Czech Republic;

- Digital Resources a.s., Podébradska
520/24, 190 00 Prague 9, Czech Republic,;

- MobileXpense, Koning Albert II-laan 7,
1210,Brussels, Belgium;

- Uniwise s.r.o., Studentska 6202/17, 708
00 Ostrava-Poruba, Czech Republic;

- Wookie.apps s.r.o., Josefa Kociho 1556,
153 00 Radotin, Czech Repubilic.

Non-EU based data processors that fall
under EU Adequacy Decision

- Deloitte Global Services Limited, Hill
House, 1 Little New Street, EC4A 3TR
London, United Kingdom

- Deloitte Touche Tohmatsu Services, Inc.,
30 Rockefeller Plaza, New York, 10112 -
0015, USA Microsoft Corporation, One
Microsoft Way, Redmond, WA 98052, USA

Non-EU based (all non-EU based data
processors have concluded the EU approved
Standard Contractual Clauses with us
ensuring an adequate level of Personal Data

tiek parsiatiti arpus valsts robezam (t.sk.,
arpus Eiropas Savienibas), datu parsitisana
tiks veikta tikai tad, ja tiek ievérotas visas
Datu aizsardzibas reguléjuma noteiktas
prasibas Sadu datu parsatisanai.

Apstradataji

Sadi misu pakalpojumu sniedz&ji:

- AiP Safe s.r.o., Korenského 1025/7, 150 00
Prague 5, Czech Republic;

- con4PAS, s.r.o., Novodvorska 1010/14,

142 01 Prdga 4 - Lhotka, Cehijas
Republika;
- Deloitte Advisory & Management

Consulting Private
Dézsa Gy ut 84.C,
Ungarija;

- Deloitte CE Business Service Sp. z 0.0., Al.
Jana Pawla II 22, 00-133 Varsava, Polija;

- Deloitte Central Europe Service Centre
s.r.o., Italska 2581/67, 120 00, Praga 2 -
Vinohrady, Cehijas Rpublika;

- Deloitte CZ Services s.r.o., Italska
2581/67, 120 00, Praga 2 - Vinohrady,
Cehijas Rpublika;

- Digital ~Resources a.s., Podébradska
520/24, 190 00 Praga 9, Cehijas Republika

- MobileXpense, Koning Albert II-laan 7,
12108Brisele, Belgija;

- Uniwise s.r.o., Studentska 6202/17, 708
00 Ostrava-Poruba, Cehijas Republika;

- Wookie.apps s.r.o., Josefa Kociho 1556,
153 00 Radotin, Cehijas Republika.

Limited Company,
1068 Budapesta,

Pakalpojumu sniedz€ji arpus ES, uz kuriem
attiecas "ES Iémums par aizsardzibas limena
pietiekamibu"

- Deloitte Global Services Limited, Hill
House, 1 Little New Street, EC4A 3TR
London, United Kingdom

- Deloitte Touche Tohmatsu Services, Inc.,
30 Rockefeller Plaza, New York, 10112 -
0015, USA Microsoft Corporation, One
Microsoft Way, Redmond, WA 98052, USA

Pakalpojumu sniedzé&ji arpus Eiropas
Sabienibas (visi arpus ES registretie datu
apstradataji ar mums ir noslégusi ES
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protection as required by the Data Protection
Legislation):

- Deloitte Support Services India Private
Limited, RMZ Futura, Block B, 2nd Floor,
Plot No. 14 & 15, Road No. 2, Hi-Tec City
Layout, Madhapur, Hyderabad - 500 081,
Telangana, India;

Their access rights are strictly limited to the
extent that it is only for necessary technical,

administrative and help desk support
services.
Security of processing

We and our data processors established
technological, physical, administrative and
procedural safeguards all in line with the
industry accepted standards in order to
protect and ensure the confidentiality,
integrity or accessibility of all personal data
processed; prevent the unauthorized use of
or unauthorized access to the personal data
or prevent a personal data breach (security
incident) in accordance with Deloitte CE
policies and Data Protection Legislation.
Deloitte CE is a holder of ISO 27001
certification - widely recognized global
information standard.

Your rights
You have your right to:

e request access to your personal data
(and request a copy of the personal data
that we process),

e request us to update and correct your
personal data (right to rectification),

e request us to delete your personal data
(where possible), or

e require a restriction on the processing of
your data.

You may object to the processing (in certain
cases as specified by GDPR), as well as
execute your right to data portability
(receive a copy of personal data which you

apstiprinatas llguma  standartklauzulas,
nodrosinot  pietieckamu Personas datu
aizsardzibas [Tmeni atbilstosi Datu
aizsardzibas reguléjuma noteiktajam

prasibam):

- Deloitte Support Services India Private
Limited, RMZ Futura, Block B, 2nd Floor,
Plot No. 14 & 15, Road No. 2, Hi-Tec City
Layout, Madhapur, Hyderabad - 500 081,
Telangana, Indija;

Minéto pakalpojuma sniedzéju piekluve
datiem ir stingri ierobezota un notiek tikai
tada apjoma, kads nepiecieSams
tehnologisko, administrativo un atbalsta
pakalpojumu sniegsanai.

Apstrades drosiba

Més un misu datu apstradataji ir izstradajusi
tehnologiskos, fiziskos, administrativos un
procesualos aizsardzibas pasakumus, kas
atbilst nozaru pienemtajiem standartiem, lai
aizsargatu un nodrosSinatu  apstradato
personas datu konfidencialitati, integritati
vai pieejamibu; ka arl novérstu neatlautu
izmantosanu vai neatjautu piekluvi personas
datiem vai novérstu personas datu
parkapumu (drosibas negadijumu) saskana
ar Deloitte CE noteikumiem un piemé&rojamo
Datu aizsardzibas reguléjumu. Deloitte CE ir
ISO 27001 sertificéti (ISO / IEC 27001
Informacijas drosibas parvaldiba).

Jusu tiesibas

Jums ir $adas tiesibas:

e pieprasit piek|uvi saviem Personas datiem
(un lagt apstrade ieklauto personas datu
kopiju),

e pieprasit mums atjaunot vai labot savus
personas datus (tiesibas labot),

e pieprasit mums dzést savus personas
datus (ja iesp€jams), vai

e pieprasit noteikt ierobezojumus savu datu
apstradei.

Jums ir tiesibas apstridet datu apstradi
(atseviskos gadijumos, kas noteikti GDPR),
ka ari tiesibas uz datu parnesamibu (sanemt
savu personas datu kopiju, ko jls sniedzat
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provided to us in a structured machine -
readable format and request us to transmit
such data to another data recipient).

You can enforce all rights described here by
sending e-mail
to: CEprivacy@deloittece.com or through
an email/written notice sent as agreed under
a contract regulating the relationship with
Deloitte (whichever more convenient).

You can also use the above contacts for any
questions related to processing your
personal data, including the security
safeguards when transferring the data
outside of the EU region.

It is also your right to lodge a complaint with
a local data protection supervisory authority
in the country of your residence in case you
are of an opinion that the processing of your
personal data infringes the GDPR.

strukturéta masinlasama forma un Ilgt tos
parsutit citam datu sanémeé&jam).

Visas Saja punkta noraditas tiesibas jis
varat izmantot, nosudtot pieprasijumu uz
$adu e-pasta adresi:
CEprivacy@deloitte.com, vai uz e-
pastu/ar rakstisku pazinojumu ka noteikts
saskana ar ligumu, kas regulé attiecibas ar
Deloitte (ka vien értak).

IepriekS§ noradito kontaktinformaciju jds
varat izmantot jebkuriem jautajumiem, kas
saistiti ar jusu personas datu apstradi,
ieskaitot droSibas pasakumus attieciba uz
datu parsatisanu arpus ES valstim.

Tapat jums ir tiesibas iesniegt sudzibu datu
jusu dzivesvietas valsts datu apstrades
uzraudzibas iestadg, ja jus uzskatiet, ka jlsu
personas datu apstrade neatbilst GDPR
noteikumiem.


mailto:CEprivacy@deloittece.com
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Deloitte

Deloitte Central
Europe Privacy
Statement applicable

to a provision of a
service by
Deloitte Central Europe entities as data

controllers

Applicable to majority of services provided by
Deloitte as an independent advisor in the area

of Audit and Assurance, Tax and
Legal, Consulting services.
What personal data we process

As controller we process the personal data
that you provide to us, including the
personal data on your family members and
dependents if needed given the nature of
service provided, or the data that we obtain
from your employer or contractual partner,
advisor or third party, under the condition
that such data were collected lawfully.

Depending on the given type of services this
personal data may include:

e your name, surname and gender, date
of birth, your ID or passport details, tax
ID number, social security and national
insurance number;

e your occupation (job position) and
general contact details (work or home
address, personal or work e-mail
address and telephone number,
education certificates);

Deloitte

Centraleiropas
Privatuma atruna, kas
piemerojama
pakalpojumiem, ko
sniedz

Deloitte CE uznémumi ka datu parzinis

Piemérojama lielakai dalai Deloitte ka
neakarigam konsultanata shiegtajiem
revizijas un apliecinajuma
pakalpojumiem, nodoklu un

juridiskajam konsultacijam
konsultaciju pakalpojumiem.

un

Kadus personas datus mes apstradajam
Ka parzinis més apstradajam jdsu sniegtos
personas datus, ieskaitot jdsu gimenes
loceklu un apgadajamo personas datus (ja

nepiecieSams, nemot Vvéra sniegta
pakalpojuma veidu), vai ar1 datus, ko
sapemam no jusu darba deve€ja vai

sadarbibas partnera, konsultanta vai tresas
personas, ar nosacijumu, ka sSadi dati tika
iegati likumigi.

Atkariba no sniegta pakalpojuma veida,
personas dati var ietvert:

e jusu vardu, wuzvardu un dzimumu,
dzimS$anas datumu, jdsu identifikacijas
kartes vai pases datus, nodoklu
maksataja numuru, socialo vai valsts
apdrosinasanas numuru;

e jUsu nodarbosanos (amatu) un
visparigu kontaktinformaciju (darba vai
majas adresi, personisko vai darba e-
pasta adresi un talruna numuru,
izglitibu apliecinoSus dokumentus);
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e other data necessary for the provision of
the certain type of service to your
contractor or employer (marital status,
number of children, information about
your family members, their names,
surnames, dates of  birth, as
appropriate);

e financial data (including bank account
details, credit history, employment
income and personal investment
income/gains);

e data related to your relationship with
our client (purchased goods or
services).

Purposes of your
(“"Purposes”)
Provision of services to you personally or to
our clients (being your employer or your
contractual partner) as agreed in the
respective contract.

data processing

Processing tools
For some type of services, the special tools
are utilized for personal data processing

Legal basis for your data processing

e the performance of the contract to
which you are a party, or if you are not
a party to the contract, then

e our legitimate interest in providing the
services based on the contract to your
employer or contractual partner, or

e compliance with legal obligations which
Deloitte is subject to when providing the
services to you or to your
employer/contractual partner (i.e. the
applicable laws (if any) regulating the
provided services explicitly determine
that while providing the service we
process your personal data as a
personal data controller).

The provision and processing of your
personal data (including use of certain
tools for data processing as indicated

e citus personas datus, kas nepiecieSami
noteiktu pakalpojumu veidu sniegsanai
jusu sadarbibas partneriem vai darba
devéjam (atticigajos gadijumos, laulibas
statuss, bérnu skaits, informacija par
jlisu gimenes locekliem, vinu vardiem,
uzvardiem, dzimSanas datumiem);

e finansu datus (ieskaitot informaciju par
bankas kontu, kreditvésturi,
ienakumiem un personigie ieguldijumu
ienakumi),

e datus, kas saistiti ar jusu attiecibam ar
musu klientu (iegadajoties preces vai
pakalpojumus).

Datu apstrades merki ("Merki”)

Pakalpojumu sniegSana personigi jums vai
musu klientiem, kas ir jusu darba devejs vai
sadarbibas partneris, atbilstosi noslégtajam
l[igumam.

Apstrades riki
Daziem pakalpojumu veidiem tiek izmantoti
speciali personas datu apstrades riki.

Personas datu apstrades tiesiskais

pamats

e ar jums noslégta liguma izpilde vai, ja
jus neesiet liguma slédz€jpuse, tad

e misu legitimo intereSu ievérosana,
sniedzot pakalpojumus uz liguma
pamata ar jusu darba devéju vai
sadarbibas partneri, vai

o atbilstiba Deloitte piemérojamiem
tiesibu aktiem gadijumos, kad jums vai
jusu darba dev€jam/sadarbibas
partnerim tiek sniegti pakalpojumi (t.i.,
piemérojamie tiesibu akti (ja tadi ir)
nosaka, ka, sniedzot noteikta veida
pakalpojumus, mes apstradajam
personas datus ka parzinis).

Jusu personas datu sanemsana un
apstrade (ieskaitot noteiktu riku
izmantosanu, ka minéets ieprieks,
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here-above) is necessary for the
Purposes.
Retention of your personal data

Your personal data shall be retained by us
for a period of 10 years following the
provision of services to you or to our clients
or as required by the applicable laws or
relevant regulations or for Deloitte
legitimate interest.

Sharing and transferring your personal
data

Your personal data may be
disclosed/transferred to and processed by
the following recipients for the Purposes:

Recipients

Deloitte group of entities listed here. If
applicable your personal data will be
processed only to the extent allowed for the
Purposes and in accordance with the Data
Protection Legislation. Each of the
recipient(s) shall be responsible for ensuring
the appropriate protection of your data,
providing information on your data
processing and obtaining additional consents
if required. In case your data is transferred
across country borders (including the
territories outside of the European Union)
then such transfer will take place only in the
case that the obligations as stipulated by the
Data Protection Legislation for such transfers
are fulfilled.

Processors

Our subcontractors (approved by the client
in the contract or otherwise) and our
approved administrative and IT service
suppliers:

EU based

- con4PAS, s.r.o., Novodvorska 1010/14,

142 01 Prague 4 - Lhotka, Czech
Republic
- Deloitte Advisory & Management

Consulting Private Limited Company,

personas datu apstradei) ir
nepiecieSsama noteiktiem Mérkiem.

Jusu personas datu glabasana

Més glabasim jusu personas datus 10 gadus
péc pakalpojumu izpildes jums vai misu
klientiem; vai ka to paredz piemeérojamie
tiesibu akti un noteikumi, vai Deloitte
legitimas intereses.

Personas datu nositiSana un apmaina

Jisu personas dati augstak noraditajiem
Mérkiem var tikt izpausti / nodoti talak un
tos var apstradat sadi (-iem) sanéméji (-
iem):

Deloitte grupas uzpémumi, kas noraditi
Seit. Saja gadijuma jlsu personas dati tiks
apstradati tikai tada apjoma, kads
nepiecieSams attiecigajiem Meérkiem, un
ievérojot Datu aizsardzibas regul€jumu.
Katrs sanémejs (-i) ir atbildigs (-i) par jlsu
datu pienacigu aizsardzibu, sniedzot
informaciju par jisu datu apstradi un
nepiecieSamibas gadijuma sanemot papildus
piekriSanu datu apstradei. Ja Personas dati
tiek parsdtiti arpus valsts robezam (t.sk.,
arpus Eiropas Savienibas), datu parsitiSana
tiks veikta tikai tad, ja tiek ievérotas visas
Datu aizsardzibas reguléjuma noteiktas
prasibas $adu datu parsitisanai.

Apstradataji

Sadi pakalpojumu sniedz&ji (taja skaita,
kurus klients apstiprinajis liguma vai ka
citadi):

Eiropas Savieniba
pakalpojumu sniedzéji

registretie

- con4PAS, s.r.o., Novodvorska 1010/14,

142 01 Prague 4 - Lhotka, Czech
Republic
- Deloitte Advisory & Management

Consulting Private Limited Company,
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Dézsa Gy ut 84.C., 1068 Budapest,
Hungary;

- Deloitte CE Business Service Sp. z o.0.,
Al. Jana Pawla II 22, 00-133 Warsaw,
Poland;

- Deloitte Central Europe Service Centre
s.r.o., Italska 2581/67, 120 00, Prague
2 - Vinohrady, Czech Republic;

- Deloitte CZ Services s.r.o., Italska
2581/67, 120 00, Prague 2 - Vinohrady,
Czech Republic;

- Digital Resources a.s., Podébradska
520/24, 190 00 Prague 9, Czech
Republic

- Uniwise s.r.o0., Studentska 6202/17, 708
00, Ostrava-Poruba, Czech Republic

Audit Services: Deloitte Group Support
Centre BV, a private Ilimited liability
company established in The Netherlands,
Gustav Mahlerlaan, 2970 Amsterdam, The
Netherlands.

In order to procure proper administrative,
technical and operational support, we may
also contract local service providers (in the
countries that we operate in) that will
process your personal data as personal data
processors. Such local service providers are
our entrusted partners providing mainly
local archiving, currier, translation, IT
support or reprographic services. Any such
local services provider, prior to the provision
of the services, concludes a data processing
agreement in line with requirement of Data
Protection Legislation. You can obtain full list
of such local personal data processor directly
upon your request to us.

Non-EU based data processors that fall
under EU Adequacy Decision

- Deloitte Global Services Limited, Hill
House, 1 Little New Street, EC4A 3TR
London, United Kingdom

- Microsoft Corporation, One Microsoft
Way, Redmond, WA 98052, USA

Dézsa Gy ut 84.C., 1068 Budapesta,
Ungarija;

- Deloitte CE Business Service Sp. z o.0.,
Al. Jana Pawla II 22, 00-133 Varsava,
Polija;

- Deloitte Central Europe Service Centre
s.r.o., Italska 2581/67, 120 00, Praga 2
- Vinohrady, Cehijas Rpublika;

- Deloitte CZ Services s.r.o., Italska
2581/67, 120 00, Praga 2 - Vinohrady,
Cehijas Rpublika;

- Digital Resources a.s., Podébradska
520/24, 190 00 Prague 9, Czech
Republic

- Uniwise s.r.o0., Studentska 6202/17, 708
00, Ostrava-Poruba, Czech Republic

Revizijas pakalpojumi: Deloitte Group
Support Centre BV, sabiedriba ar ierboeZotu
atbildibu, registréta Niderlandé, Gustav
Mahlerlaan, 2970 Amsterdama, Niderlande.

Valstlis, kuras més stradajam, pienaciga
administrativa, tehniska un operativa
atbalsta sniegSsanai més varam noligt
vietéjos pakalpojumu sniedz&jus, kas
apstradas jusu personas datus ka personas

datu  apstradataji. Sadi  pakalpojumu
shiedz&ji ir musu uzticami sadarbibas
partneri, kas, galvenokart, nodroSina

vietéjos arhivésanas, kurjera, tulkosanas, IT
atbalsta vai reprografijas pakalpojumus.
Jebkurs  Sads  vietéjais  pakalpojumu
sniedz&js pirms pakalpojumu sniegSanas
noslédz ar mums datu apstrades ligumu

atbilstosi Datu aizsardzibas reguléjuma
prasibam. Precizu viet€jo personas datu
apstradataju sarakstu var sanemt,

iesniedzot mums rakstveida pieprasijumu.

Pakalpojumu sniedz€&ji arpus ES, uz kuriem
attiecas "ES IEmums par aizsardzibas limena
pietiekamibu"

- Deloitte Global Services Limited, Hill
House, 1 Little New Street, EC4A 3TR
London, United Kingdom

- Microsoft Corporation, One Microsoft
Way, Redmond, WA 98052, USA
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Tax/Global Employment Services:
Deloitte Tax LLP, 30 Rockefeller Plaza, New
York, 10112 - 0015, USA Deloitte Touche
Tohmatsu Services, Inc., 30 Rockefeller

Plaza, New York, 10112 - 0015, USA

Non-EU based

Since the processing of Personal Data may
include transfer of personal data outside of
the European Union (EU), all of the below
entities have concluded the EU approved
Standard Contractual Clauses with Deloitte
entity providing the services under the
Engagement to ensure an adequate level of
Personal Data protection as required by the
Data Protection Legislation.

Deloitte Support Services India Private
Limited, RMZ Futura, Block B, 2nd Floor,
Plot No. 14 & 15, Road No. 2, Hi-Tec City
Layout, Madhapur, Hyderabad — 500 081,
Telangana, India

Their access rights are strictly limited to the
extent that it is only for necessary
technical, administrative and help desk
support services.

Processing tools
For some type of services you may be asked
to access dedicated tool or application and
upload your personal data. Information on
processing of personal data is displayed
directly in the tool prior personal data is
collected.

Security of processing
Deloitte and its data Processors established
technological, physical, administrative and
procedural safeguards all in line with the

Nodok]u/Globalie
pakalpojumi:

nodarbinatibas

Deloitte Tax LLP, 30 Rockefeller Plaza, New
York, 10112 - 0015, USA Deloitte Touche
Tohmatsu Services, Inc., 30 Rockefeller
Plaza, New York, 10112 - 0015, USA

Pakalpojumu sniedzéji arpus Eiropas
Sabienibas

Nemot véra, ka Personas datu apstrade var
ieklaut datu nosatiSanu arpus Eiropas

Savienibas (ES), visi zemak minétie
uznémumi ar Deloitte uzpémumu ir
noslégusi ES apstiprinatas liguma

standartklauzulas, nodroSinot pietiekamu
personas datu aizsardzibas limeni atbilstosi
Datu aizsardzibas reguléjuma noteiktajam
prasibam.

Deloitte Support Services India Private
Limited, RMZ Futura, Block B, 2nd Floor,
Plot No. 14 & 15, Road No. 2, Hi-Tec City
Layout, Madhapur, Hyderabad — 500 081,
Telangana, India

Minéto uznémumu piek|Juve datiem ir stingri
ierobezota un notiek tikai tada apjoma, kads
nepiecieSams tehnologisko, administrativo
un atbalsta pakalpojumu sniegsSanai.

Apstrades riki

Daziem pakalpojumu veidiem Jums var tikt
lGgts pieklat Tpasam rikam vai
lietojumprogrammai un augsSupieladét savus
personas datus. Informacija par personas
datu apstradi tiek paradita tiesi rika pirms
personas datu vaksanas..

Apstrades drosiba

Deloitte un ta datu apstradataji ir
izstradajusi tehnologiskos, fiziskos,
administrativos un procesualos aizsardzibas
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industry accepted standards in order to
protect and ensure the confidentiality,
integrity or accessibility of all personal data
processed; prevent the unauthorized use of
or unauthorized access to the personal data
or prevent a personal data breach.

Your rights
Please refer to the Deloitte Central

Europe Privacy Statement.

pasakumus, kas atbilst nozaru pienemtajiem
standartiem, lai aizsargatu un nodroSinatu
apstradato Personas datu konfidencialitati,
integritati vai pieejamibu; ka ari novérstu
neatjautu izmantoSanu vai neatlautu piek|uvi
Personas datiem vai novérstu Personas datu
parkapumu.

Jusu tiesibas
Liddzam skatit Deloitte Centraleiropas
Privatuma atrunu.
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Deloitte Central
Europe Privacy

Statement applicable to a
provision of a service by

Deloitte Central
processors

Europe entities as data

Applicable to the following
services: Payroll, Immigration, Forensics
(other than advisory), Whistleblowing, IT
services and various kinds of outsourced
services (e.g. AML, background checks).

What personal data we process
As processors we process the personal data
that you provide to us, including the personal
data on your family members and dependents
if needed given the nature of service
provided, or the data that we obtain from
your employer or contractual partner,
advisor, third party, that you explicitly made
publicly available or is publicly available
otherwise (e.g. online media).

This personal data may include:

e your name, surname and gender, date of
birth, your ID or passport details, tax ID
number, social security and national
insurance number,

e your occupation (job position) and
general contact details (work or home
address, personal or work e-mail address

Deloitte
Centraleiropas
Privatuma atruna,
kas piemérojama
pakalpojumiem, ko
shiedz

Deloitte CE uznémumi ka datu apstradatajs

Piemérojama Sadiem pakalpojumiem: algu
aprekins, imigracijas pakalpojumi,
izmeklésanas (forensics) pakalpojumi

(iznemot konsultacijas), trauksmes
celsana, IT pakalpojumi un dazadi
arpakalpojumi (piem. nelikumigi iegutu
lidzeklu legalizacijas novérsana,
iepriekSéjas darbibas parbaudes.

Kadus personas datus mes
apstradajam

Ka apstradatajs meés apstradajam jdsu
sniegtos personas datus, ieskaitot jisu
gimenes locekJu un apgadajamo personas
datus (ja nepiecieSams, nemot véra sniegta
pakalpojuma veidu), vai ari datus, ko
sanemam no jusu darba devéja vai
sadarbibas partnera, konsultanta vai tresas
personas, kurus jls neparprotami esat
padarijusi par publiski pieejamiem vai kuri
citadi ir publiski pieejami (piem. publiskos
medijos).

Personas dati var ietvert:

e jusu vardu, uzvardu un dzimumu,
dzimSanas datumu, jlsu identifikacijas
kartes vai pases datus, nodok|u
maksataja numuru, socialo vai valsts
apdrosinasanas numuru;

e jlsu nodarbosanos (amatu) un
visparigu kontaktinformaciju (darba vai
majas adresi, personisko vai darba e-
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and telephone
certificates),

number, education

e other data necessary for the provision of
the certain type of service to your
contractor or employer (marital status,
number of children, information about

your family members, their names,
surnames, dates of birth, as
appropriate),

e financial data (including bank account
details, employment income and
personal investment income/gains),

e data related to vyour professional
activities, work performance and
evaluation.

Purposes of your data processing

Provision of the services to you personally or
to our clients (your employer or contractual
partner) as determined in the respective
contract based on the instruction of the
controller (you, your employer or contractual
partner).

Your personal data processing is done based
on the instructions of our clients - personal
data controllers that are also responsible for
delivering the information on your personal
data processing to you or collecting consents
with personal data processing as applicable
including the information how to execute your
rights - please contact your
employer/contractual partner directly to:

e request access to your personal data
(and request a copy of the personal
data that is processed),

e request to update and correct your
personal data (right to rectification),

e request to delete your personal data
(where possible), or

e request to a restriction
processing,

e how to withdraw your consent with
personal data processing (if
applicable).

on the

pasta adresi un talrupa numuru,
izglitibu apliecinoSus dokumentus);

e citus personas datus, kas nepiecieSami
noteiktu pakalpojumu veidu sniegsanai
jusu sadarbibas partneriem vai darba

devéjam (atticigajos gadijumos,
laulibas statuss, bérnu skaits,
informacija par  jdsu gimenes

locekliem, vinu vardiem, uzvardiem,
dzimsanas datumiem),

o finansu datus (ieskaitot informaciju par
bankas kontu, darba ienakumiem un
personigiem ienakumiem no
ieguldijumiem),

e datus, kas saistiti ar jusu profesionalo
darbibu, darba izpildi un novértéjumu.

Datu apstrades meérki

Pakalpojumu sniegSana personigi jums vai
musu klientiem, kas ir jusu darba deveéjs vai
sadarbibas partneris, atbilstoSi noslégtajam
[igumam, pamatojoties uz parzina (jusu,
jusu darba devéja vai sadarbibas partnera)
noradijumiem.

JlUsu personas datu apstrade tiek veikta,
pamatojoties uz musu klienta - personas
datu parzina, kas ir atbildigs par
informacijas sniegSanu, kas saistita ar jlsu
personas datu apstradi vai piekriSanas
vaksSanu personas datu apstradei, ja tada
piemérojama un jusu tiesibam
noradijumiem -
Saja sakara lidzam sazinaties ar jlsu darba
devé€ju/sadarbibas partneri saistiba ar jlsu
tiesibam:
. pieprasit piekluvi saviem Personas
datiem (un lagt apstradé esosu
personas datu kopiju),

. pieprasit atjaunot vai labot savus
personas datus,

. pieprasit dzést savus Personas datus
(ja iesp€jams), vai

. pieprasit ierobezojumus savu datu
apstradei,

o ka atsaukt savu piekriSanu personas

datu apstradei (ja nepiecieSams).



