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NIS2

WHO DOES NIS2 APPLY TO?
All organizations, including businesses and suppliers, that offer essential and 
important services to the European economy and society are impacted.

Network and Information System Directive 2 is an EU directive imposing stricter 
cybersecurity obligations on entities operating in critical infrastructure and other
important sectors, expanding coverage from the original 7 to a total of 15 sectors.
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Definition of 
national strategies 
for cyber security

Strategic cooperation 
and exchange of 

information between 
Member States

Application of 
measures to key 

sectors

WHAT DOES NIS2 FOCUS ON?

NIS2 stands on three basic pillars.

WHAT REQUIREMENTS DOES NIS2 BRING ABOUT?

The directive introduces new requirements and obligations in four main areas.

Risk management & 
security 

enhancement

Corporate 
accountability

Reporting of security 
incidents

Business continuity

Measures to minimize cyber risk, manage 
incidents, secure supply chain, and enhance 

network security should be taken.

Process to promptly report at least incidents having 
major impact on one’s service provision and / or 

recipients should be in place.

Corporate management should oversee, approve, 
and be trained on cybersecurity measures and 

ways to address relevant risks.

Plans ensuring business continuity in the case of major 
cyber incidents should be developed and 

implemented.
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WHEN DOES NIS2 GO IN EFFECT?

NIS2 was officially published in the Official Journal on 27 December 2022 and entered into force on 16 January 2023.

As NIS2 is a directive, it shall be transposed into the national legislations of each EU Member State. The deadline for 
transposition* into applicable national law is 17 October 2024 (21-month-long transposition period).

The entire NIS2 compliance procedure, including tool implementation, auditing, security assessments, and advising, 
usually takes at least 12 months.

NIS2 published in the 
Official Journal of the 
European Union

27 December 2022 NIS2 entered into force
16 January 2023

NIS2 must be transposed 
into national legislation

17 October 2024

* The procedure that each EU Member State uses to implement an EU Directive, fulfill its obligations, and harmonize its domestic laws with the directives is known as transposition.
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THE CASE OF THE CZECH REPUBLIC

The Czech National Office for Cyber and Information Security (NÚKIB) published the very first proposal of the directive 
transposition on 26 January 2023. The proposal was made available for public and authorities' feedback and the 
collection of remarks for consideration.

Subsequently, NÚKIB was required to refine and adjust the legislative proposal. On 22 December 2023, the second 
proposal was submitted to the Government Legislative Council.

The expected effective date of the legislation is 18 October 2024, however, the deadlines for the fulfillment of 
obligations will depend on the final length of legislative process.

NÚKIB published first 
proposal of the directive 
transposition into the 
national law

26 January 2023

The first proposal submitted 
for the interdepartmental 
feedback procedure. NÚKIB 
was asked to re-work the 
proposal.

19 June 2023

NÚKIB submitted the 
second improved proposal 
to the Government 
Legislative Council, 
initiating new round of the 
legislative process.

22 December 2023
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HOW DO WE HELP?
NIS2 and its transposition into national legislative texts constitutes a major change for many 
organizations. In order to be prepared for it and prevent various sanctions and control 
measures resulting from non-compliance, organizations should act as soon as possible.

Deloitte offers consulting services as well as legal services related to various legal 
instruments, including NIS2.

OUR SERVICES

ANALYSES AND 
ASSESSMENTS OF 
EXISTING PROCESSES

IMPLEMENTATION 
SUPPORT

IMPLEMENTATION 
STRATEGY & PLAN

GAP ANALYSES

REGULATORY 
UPDATES AND 
ADVISORY

IDENTIFICATION OF 
MEASURES

AWARENESS 
PROGRAMMES

LEGAL ADVISORY

TRAINING & EDUCATION

SUBSIDY 
CONSULTANCY 
PROVISION

LEGAL 
REPRESENTATION

RISK ADVISORY SERVICES * LEGAL SERVICES

* Our services are offered and often provided at the group level. Service provision at the level of an individual entity or / and individual domains is not excluded.

MITIGATION MEASURES 
(RECOMMENDATIONS)
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Shall you have any questions or interest in organization of a meeting with our experts, 
please feel free to contact Deloitte Czech Republic.

Jakub Höll
Director
Cyber Strategy Lead 

+420 734 353 815
jholl@deloittece.com

Viktor Paggio
Manager
NIS2 Lead

+420 725 009 732 
vpaggio@deloittece.com

FEEL FREE TO CONTACT US

Jakub Ptáčník
Manager

+420 732 444 069
jptacnik@deloittece.com
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